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**Part 1: Nine Themes of Digital Citizenship**

1. Digital Access | 9. Creating digital audio for blind students or captioned videos for those who are hearing impaired. The idea behind Digital Access is to give equal rights to everyone who chooses to use digital technologies.
2. Digital Commerce | 4. Purchasing name-brand products on sites such as eBay.com. Digital Commerce is the ability to make an electronic transaction using digital technologies.
3. Digital Communication | 8. Sharing personal information on a public website/personal blog. Digital information communicated through electric technologies.
4. Digital Literacy | 1. Collaborating with peers using websites/web tools such as Google Docs Suite and/or Diigo. A platform for learning/teaching and sharing digital information.
5. Digital Etiquette | 6. Texting or emailing with a friend in a collaborative brainstorming meeting. Rude. Etiquette is an acceptable behavior by most people; digital etiquette takes into account other people’s feelings, views and perspectives.
6. Digital Law | 3. Hacking into someone’s computer to access financial information. Digital law allows digital citizens to protect themselves against digital predators like hackers, data miners, and spam/scam artist or people whom stock or cyber bully. It also upholds the idea for digital access rights and digital rights and responsibilities for digital citizens.
7. Digital Rights and Responsibilities | 2. Posting your own religious beliefs on a public blog. Much like the constitution of the United States, Digital Rights and Responsibilities are a code of ethics that give users certain rights and responsibilities as digital citizens.
8. Digital Health and Wellness | 5. Using ergonomic furniture in workspaces for individuals that spend hours at their desks each day. There are health dangers associated to prolonged use of digital equipment. Digital Health and Wellness is an effort to make digital citizens aware and to be proactive with said concerns.
9. Digital Security | 7. Scanning computers for viruses on a regular basis or setting up password protections for home computers. Digital security protects individuals, business and governments.

**Part 2: digital citizenship compass**

1. *Could be right with a few changes*…If, Jason waited for the person to come back to their laptop and simply stated that they could not help but see on the open screen that they were working on the same research paper, he then could have asked permission to use the same reference, or at least where he found it.
2. *This is wrong*…Anna should not have taken the names off a list, the ethical and responsible thing to do would have been to turn the list into who ever was in charge at the music studio.
3. *This is right with a few changes*…Since Twitter is a social media tool, it is designed to exchange ideas, thoughts and opinions. I see no harm with Denise introducing herself and simply asking if he would be receptive to discussing the company through LinkedIn. As long as Denise keeps the conversation respectful I am sure the person would be more than happy to discuss the company’s culture and the core competencies of the job. At the very least, he could put her in touch with someone else who might be able to answer her questions. This is why we use social media, to connect with people. There is no harm in asking.
4. *This is wrong*…The photo is disinformation and should have been taken down or rectified with an explanation as soon as possible.
5. *This is wrong*…Anyone who copies/pastes information and calls it their own is plagiarizing/stealing of property which can be punishable in the court of law.
6. *This is wrong…*Editing a photo without permission from the owner of the image as well as copy and pasting additional photos without permission or purchased rights is another form of disinformation and plagiarizing, both are wrong and illegal.
7. *This is wrong…*Susan is pirating music, which is stealing sales profits to artists.

**Part 3: as a digital citizen what would you do**

1. If hired to streamline a computer, I would insist that the person I was working for be present so that I could ask any questions and make any recommendations expeditiously, since time is money. When I happened to notice that their financial records and personal photos were improperly filed, I would have recommended security precaution for them, like backing the files up to an external hard drive and having a virus protection software loaded as well as a utility software to keep the hard drive optimized.
2. I would never create a fake company. I would however create a virtual digital consortium with trustworthy freelancers or individuals willing to go under a contract assignment. I would make sure that each of them had their tax IDs, filled out a non-disclosure agreement, and a legal and binding contracts that spelled out the duration and expectations of said assignment. I would be transparent with the large corporation and would be happy to disclose my business model for mutual benefit.
3. I would inform our parents and let them get to the root of the situation. Depending on what exactly was said, would determine the actions. For example, if my brother was eight and some kids swore at him and called him names, that would not require a legal investigation. However, it the threats were very personal and detailed like, I know where you live and when your parents are home, then police authorities should be notified immediately, so they can trace the threats back to the url and get the other side of the story.
4. If I were to buy a vintage car on eBay, I would email the person and schedule an appointment to see the car in person. I would take someone with me and I would let other family members or friends know where I was going, what time the appointment was and an approximate time of return. I would make sure to call a friend/family member at the location (with my GPS on) and I would make sure the person had a legal and clear title, which would require us to visit the DNV in separate cars. Once the title was authenticated, I would have a money order made out to the person in exchange for the automobile, keys and title.
5. Assuming the photos were digital, I would first try using verexif.com to see if I could locate the GPS coordinates. In addition I would use “google maps” to locate Juarez, Mexico to match up the locations that my sister shopped. Once I did that I would do both a web search and an image search for, “find shops in Juarez, Mexico \* scarves \*” I could also just ask her husband, which would probably be easier and faster.
6. I would use a phone app called What’s App to create a private group chat. Everyone can see each other’s phone numbers so it would be very easy to see if we were missing anyone and they could then be added very quickly. Email could also work and is often connected through cell phones for instant messaging. Anyway, that’s how they surprised me for my going away party.